KEYNET EMPLOYEE PORTAL USER INFORMATION

Accessing the KeyNet Employment Portal:

You can access KeyNet three ways. All three will take you to the KeyNet login screen.

1. Click on the link located in the body of the direct deposit email notification.
2. Web address https://keynet.rola.k12.mo.us/index.asp
3. Navigate to the Rolla Public Schools website. Under the Staff drop down menu, select NeyNet Employee Portal and click on the link.

Accessing your employee information:

A. Logging in:
   - District employees with a District email address, your assigned username is the same as your assigned District network username. Your initial password is the word “password”. You will be prompted to re-set your password to a unique one upon your first login.
   - Substitute employees, or employees NOT assigned a District email address, your assigned username is in the following format: last name (ALL CAPS) + last 4 numbers of your social security number. For example, if you last name is Smith and the last 4 numbers of your social are 1234, your username will be SMITH1234. Your initial password is the word “password”. You will be prompted to reset your password to a unique one upon your first login.

B. Once you have logged in, you will be taken to a Rolla Public Schools screen and should see your name at the top left of the screen. If you do not see your name, please contact the payroll department.

Reviewing tabs and sub tabs:

Once you login, you will see a red section that reads “my information”. Click on that drop down menu and you will see three sub menus:
- Personal Date
- Payroll
- Leave History

Viewing your paystub:

Navigate to Payroll, then Check History. This lists all checks paid for the year listed. The year can be changed by selecting the year from the dropdown list on the left of the screen.

The check or direct deposit number will be in red. Click on the red check, or direct deposit number, you would like to print. To print your pay stub, click “print check stub” located at the top of the screen.

More information:

There is a lot of other information available for viewing on the portal. Please take the time to search the other tabs for items, such as available leave, tax withholding and your elected payroll deductions.

When you are finished viewing your information, always remember to sign out and close your browser.
New Health Insurance Marketplace Coverage Options and Your Health Coverage

PART A: General Information

When key parts of the health care law take effect in 2014, there will be a new way to buy health insurance: the Health Insurance Marketplace. To assist you as you evaluate options for you and your family, this notice provides some basic information about the new Marketplace and employment-based health coverage offered by your employer.

What is the Health Insurance Marketplace?
The Marketplace is designed to help you find health insurance that meets your needs and fits your budget. The Marketplace offers “one-stop shopping” to find and compare private health insurance options. You may also be eligible for a new kind of tax credit that lowers your monthly premium right away. Open enrollment for health insurance coverage through the Marketplace begins in October 2013 for coverage starting as early as January 1, 2014.

Can I Save Money on my Health Insurance Premiums in the Marketplace?
You may qualify to save money and lower your monthly premium, but only if your employer does not offer coverage, or offers coverage that doesn’t meet certain standards. The savings on your premium that you’re eligible for depends on your household income.

Does Employer Health Coverage Affect Eligibility for Premium Savings through the Marketplace?
Yes, if you have an offer of health coverage from your employer that meets certain standards, you will not be eligible for a tax credit through the Marketplace and may wish to enroll in your employer’s health plan. However, you may be eligible for a tax credit that lowers your monthly premium, or a reduction in certain cost-sharing if your employer does not offer coverage to you at all or does not offer coverage that meets certain standards. If the cost of a plan from your employer that would cover you (and not any other members of your family) is more than 9.5% of your household income for the year, or if the coverage your employer provides does not meet the “minimum value” standard set by the Affordable Care Act, you may be eligible for a tax credit.1

Note: If you purchase a health plan through the Marketplace instead of accepting health coverage offered by your employer, then you may lose the employer contribution (if any) to the employer-offered coverage. Also, this employer contribution—as well as your employee contribution to employer-offered coverage—is often excluded from income for Federal and State income tax purposes. Your payments for coverage through the Marketplace are made on an after-tax basis.

How Can I Get More Information?
For more information about your coverage offered by your employer, please check your summary plan description or contact: Ralls Public Schools’ Human Resources/Payroll Department - x. 11120 or x. 11114

The Marketplace can help you evaluate your coverage options, including your eligibility for coverage through the Marketplace and its cost. Please visit HealthCare.gov for more information, including an online application for health insurance coverage and contact information for a Health Insurance Marketplace in your area.

1 An employer-sponsored health plan meets the “minimum value standard” if the plan’s share of the total allowed benefit costs covered by the plan is no less than 60 percent of such costs.
PART B: Information About Health Coverage Offered by Your Employer

This section contains information about any health coverage offered by your employer. If you decide to complete an application for coverage in the Marketplace, you will be asked to provide this information. This information is numbered to correspond to the Marketplace application.

<table>
<thead>
<tr>
<th>3. Employer name</th>
<th>4. Employer Identification Number (EIN)</th>
</tr>
</thead>
<tbody>
<tr>
<td>Rolla Public Schools</td>
<td>43-6003051</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>5. Employer address</th>
<th>6. Employer phone number</th>
</tr>
</thead>
<tbody>
<tr>
<td>500A Forum Drive</td>
<td>573-458-0101</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>7. City</th>
<th>8. State</th>
<th>9. ZIP code</th>
</tr>
</thead>
<tbody>
<tr>
<td>Rolla</td>
<td>MO</td>
<td>65401</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>10. Who can we contact about employee health coverage at this job?</th>
</tr>
</thead>
<tbody>
<tr>
<td>Human Resources/Payroll - x.11120 or x.11114</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>11. Phone number (if different from above)</th>
<th>12. Email address</th>
</tr>
</thead>
</table>

Here is some basic information about health coverage offered by this employer:

- As your employer, we offer a health plan to:
  - All employees. Eligible employees are:

    ☑ Some employees. Eligible employees are:

    Eligible employees are those employees who work 30 or more hours per week on a regular basis.

- With respect to dependents:
  - ☑ We do offer coverage. Eligible dependents are:

    Eligible dependents are the employee's spouse, children or step-children.

  - ☐ We do not offer coverage.

☑ If checked, this coverage meets the minimum value standard, and the cost of this coverage to you is intended to be affordable, based on employee wages.

** Even if your employer intends your coverage to be affordable, you may still be eligible for a premium discount through the Marketplace. The Marketplace will use your household income, along with other factors, to determine whether you may be eligible for a premium discount. If, for example, your wages vary from week to week (perhaps you are an hourly employee or you work on a commission basis), if you are newly employed mid-year, or if you have other income losses, you may still qualify for a premium discount.

If you decide to shop for coverage in the Marketplace, HealthCare.gov will guide you through the process. Here’s the employer information you’ll enter when you visit HealthCare.gov to find out if you can get a tax credit to lower your monthly premiums.
Introduction

You’re getting this notice because you have either recently gained coverage (certificated staff), or will do so within the next 60 days (support staff), under a group health plan (the Plan). This notice has important information about your right to COBRA continuation coverage, which is a temporary extension of coverage under the Plan. This notice explains COBRA continuation coverage, when it may become available to you and your family, and what you need to do to protect your right to get it. When you become eligible for COBRA, you may also become eligible for other coverage options that may cost less than COBRA continuation coverage.

The right to COBRA continuation coverage was created by a federal law, the Consolidated Omnibus Budget Reconciliation Act of 1985 (COBRA). COBRA continuation coverage can become available to you and other members of your family when group health coverage would otherwise end. For more information about your rights and obligations under the Plan and under federal law, you should review the Plan’s Summary Plan Description or contact the Plan Administrator.

You may have other options available to you when you lose group health coverage. For example, you may be eligible to buy an individual plan through the Health Insurance Marketplace. By enrolling in coverage through the Marketplace, you may qualify for lower costs on your monthly premiums and lower out-of-pocket costs. Additionally, you may qualify for a 30-day special enrollment period for another group health plan for which you are eligible (such as a spouse’s plan), even if that plan generally doesn’t accept late enrollees.

What is COBRA continuation coverage?

COBRA continuation coverage is a continuation of Plan coverage when it would otherwise end because of a life event. This is also called a “qualifying event.” Specific qualifying events are listed later in this notice. After a qualifying event, COBRA continuation coverage must be offered to each person who is a “qualified beneficiary.” You, your spouse, and your dependent children could become qualified beneficiaries if coverage under the Plan is lost because of the qualifying event. Under the Plan, qualified beneficiaries who elect COBRA continuation coverage must pay for COBRA continuation coverage.

If you’re an employee, you’ll become a qualified beneficiary if you lose your coverage under the Plan because of the following qualifying events:

- Your hours of employment are reduced, or
- Your employment ends for any reason other than your gross misconduct.

If you’re the spouse of an employee, you’ll become a qualified beneficiary if you lose your coverage under the Plan because of the following qualifying events:
Your spouse dies;  
Your spouse's hours of employment are reduced;  
Your spouse's employment ends for any reason other than his or her gross misconduct;  
Your spouse becomes entitled to Medicare benefits (under Part A, Part B, or both); or  
You become divorced or legally separated from your spouse.

Your dependent children will become qualified beneficiaries if they lose coverage under the Plan because of the following qualifying events:

- The parent-employee dies;  
- The parent-employee's hours of employment are reduced;  
- The parent-employee's employment ends for any reason other than his or her gross misconduct;  
- The parent-employee becomes entitled to Medicare benefits (Part A, Part B, or both);  
- The parents become divorced or legally separated; or  
- The child stops being eligible for coverage under the Plan as a "dependent child."

Sometimes, filing a proceeding in bankruptcy under title 11 of the United States Code can be a qualifying event. If a proceeding in bankruptcy is filed with respect to Rolla Public Schools, and that bankruptcy results in the loss of coverage of any retired employee covered under the Plan, the retired employee will become a qualified beneficiary. The retired employee's spouse, surviving spouse, and dependent children will also become qualified beneficiaries if bankruptcy results in the loss of their coverage under the Plan.

**When is COBRA continuation coverage available?**

The Plan will offer COBRA continuation coverage to qualified beneficiaries only after the Plan Administrator has been notified that a qualifying event has occurred. The employer must notify the Plan Administrator of the following qualifying events:

- The end of employment or reduction of hours of employment;  
- Death of the employee;  
- Commencement of a proceeding in bankruptcy with respect to the employer; or  
- The employee's becoming entitled to Medicare benefits (under Part A, Part B, or both).

For all other qualifying events (divorce or legal separation of the employee and spouse or a dependent child's losing eligibility for coverage as a dependent child), you must notify the Plan Administrator within 60 days after the qualifying event occurs. You must provide this notice to:

Rolla Public Schools  
Payroll Department  
500A Forum Drive  
Rolla, MO 65401

**How is COBRA continuation coverage provided?**
Once the Plan Administrator receives notice that a qualifying event has occurred, COBRA continuation coverage will be offered to each of the qualified beneficiaries. Each qualified beneficiary will have an independent right to elect COBRA continuation coverage. Covered employees may elect COBRA continuation coverage on behalf of their spouses, and parents may elect COBRA continuation coverage on behalf of their children.

COBRA continuation coverage is a temporary continuation of coverage that generally lasts for 18 months due to employment termination or reduction of hours of work. Certain qualifying events, or a second qualifying event during the initial period of coverage, may permit a beneficiary to receive a maximum of 36 months of coverage.

There are also ways in which this 18-month period of COBRA continuation coverage can be extended:

**Disability extension of 18-month period of COBRA continuation coverage**

If you or anyone in your family covered under the Plan is determined by Social Security to be disabled and you notify the Plan Administrator in a timely fashion, you and your entire family may be entitled to get up to an additional 11 months of COBRA continuation coverage, for a maximum of 29 months. The disability would have to have started at some time before the 60th day of COBRA continuation coverage and must last at least until the end of the 18-month period of COBRA continuation coverage. You must submit documentation from the Social Security Administration stating the date your disability began. This documentation must be submitted within the initial 18 months of COBRA Continuation Coverage.

**Second qualifying event extension of 18-month period of continuation coverage**

If your family experiences another qualifying event during the 18 months of COBRA continuation coverage, the spouse and dependent children in your family can get up to 18 additional months of COBRA continuation coverage, for a maximum of 36 months, if the Plan is properly notified about the second qualifying event. This extension may be available to the spouse and any dependent children getting COBRA continuation coverage if the employee or former employee dies; becomes entitled to Medicare benefits (under Part A, Part B, or both); gets divorced or legally separated; or if the dependent child stops being eligible under the Plan as a dependent child. This extension is only available if the second qualifying event would have caused the spouse or dependent child to lose coverage under the Plan had the first qualifying event not occurred.
Are there other coverage options besides COBRA Continuation Coverage?

Yes. Instead of enrolling in COBRA continuation coverage, there may be other coverage options for you and your family through the Health Insurance Marketplace, Medicaid, or other group health plan coverage options (such as a spouse’s plan) through what is called a “special enrollment period.” Some of these options may cost less than COBRA continuation coverage. You can learn more about many of these options at www.healthcare.gov.

If you have questions

Questions concerning your Plan or your COBRA continuation coverage rights should be addressed to the contact or contacts identified below. For more information about your rights under the Employee Retirement Income Security Act (ERISA), including COBRA, the Patient Protection and Affordable Care Act, and other laws affecting group health plans, contact the nearest Regional or District Office of the U.S. Department of Labor’s Employee Benefits Security Administration (EBSA) in your area or visit www.dol.gov/ebsa. (Addresses and phone numbers of Regional and District EBSA Offices are available through EBSA’s website.) For more information about the Marketplace, visit www.HealthCare.gov.

Keep your Plan informed of address changes

To protect your family’s rights, let the Plan Administrator know about any changes in the addresses of family members. You should also keep a copy, for your records, of any notices you send to the Plan Administrator.

Plan contact information

Rolla Public Schools
Payroll Department
500A Forum Drive
Rolla, MO 65401
TECHNOLOGY USAGE

The Rolla Public Schools's technology exists for the purpose of enhancing the educational opportunities and achievement of district students. Research shows that students who have access to technology improve achievement. In addition, technology assists with the professional enrichment of the staff and increases engagement of students' families and other patrons of the district, all of which positively impact student achievement. The district will periodically conduct a technology census to ensure that instructional resources and equipment that support and extend the curriculum are readily available to teachers and students.

The purpose of this policy is to facilitate access to district technology and to create a safe environment in which to use that technology. Because technology changes rapidly and employees and students need immediate guidance, the superintendent or designee is directed to create procedures to implement this policy and to regularly review those procedures to ensure they are current.

Definitions

For the purposes of this policy and related procedures and forms, the following terms are defined:

Technology Resources — Technologies, devices and services used to access, process, store or communicate information. This definition includes, but is not limited to: computers; modems; printers; scanners; fax machines and transmissions; telephonic equipment; mobile phones; audio-visual equipment; Internet; electronic mail (e-mail); electronic communications devices and services, including wireless access; multi-media resources; hardware; and software. Technology resources may include technologies, devices and services provided to the district by a third party.

User — Any person who is permitted by the district to utilize any portion of the district's technology resources including, but not limited to, students, employees, School Board members and agents of the school district.

User Identification (ID) — Any identifier that would allow a user access to the district's technology resources or to any program including, but not limited to, e-mail and Internet access.

Password — A unique word, phrase or combination of alphabetic, numeric and non-alphanumeric characters used to authenticate a user ID as belonging to a user.

Authorized Users

The district's technology resources may be used by authorized students, employees, School Board members and other persons approved by the superintendent or designee, such as consultants, legal
counsel and independent contractors. All users must agree to follow the district's policies and procedures and sign or electronically consent to the district's User Agreement prior to accessing or using district technology resources, unless excused by the superintendent or designee.

Use of the district's technology resources is a privilege, not a right. No potential user will be given an ID, password or other access to district technology if he or she is considered a security risk by the superintendent or designee.

User Privacy

A user does not have a legal expectation of privacy in the user's electronic communications or other activities involving the district's technology resources including, but not limited to, voice mail, telecommunications, e-mail and access to the Internet or network drives. By using the district's network and technology resources, all users are consenting to having their electronic communications and all other use monitored by the district. A user ID with e-mail access will only be provided to authorized users on condition that the user consents to interception of or access to all communications accessed, sent, received or stored using district technology.

Electronic communications, downloaded material and all data stored on the district's technology resources, including files deleted from a user's account, may be intercepted, accessed, monitored or searched by district administrators or their designees at any time in the regular course of business. Such access may include, but is not limited to, verifying that users are complying with district policies and rules and investigating potential misconduct. Any such search, access or interception shall comply with all applicable laws. Users are required to return district technology resources to the district upon demand including, but not limited to, mobile phones, laptops and tablets.

Technology Administration

The Board directs the superintendent or designee to assign trained personnel to maintain the district's technology in a manner that will protect the district from liability and will protect confidential student and employee information retained on or accessible through district technology resources.

Administrators of district technology resources may suspend access to and/or availability of the district's technology resources to diagnose and investigate network problems or potential violations of the law or district policies and procedures. All district technology resources are considered district property. The district may remove, change or exchange hardware or other technology between buildings, classrooms or users at any time without prior notice. Authorized district personnel may install or remove programs or information, install equipment, upgrade any system or enter any system at any time.
Content Filtering and Monitoring

The district will monitor the online activities of minors and operate a technology protection measure ("content filter") on the network and all district technology with Internet access, as required by law. In accordance with law, the content filter will be used to protect against access to visual depictions that are obscene or harmful to minors or are child pornography. Content filters are not foolproof, and the district cannot guarantee that users will never be able to access offensive materials using district equipment. Evading or disabling, or attempting to evade or disable, a content filter installed by the district is prohibited.

The superintendent, designee or the district's technology administrator may fully or partially disable the district's content filter to enable access for an adult for bona fide research or other lawful purposes. In making decisions to fully or partially disable the district's content filter, the administrator shall consider whether the use will serve a legitimate educational purpose or otherwise benefit the district.

The superintendent or designee will create a procedure that allows students, employees or other users to request that the district review or adjust the content filter to allow access to a website or specific content.

Online Safety, Security and Confidentiality

In addition to the use of a content filter, the district will take measures to prevent minors from using district technology to access inappropriate matter or materials harmful to minors on the Internet. Such measures shall include, but are not limited to, supervising and monitoring student technology use, careful planning when using technology in the curriculum, and instruction on appropriate materials. The superintendent, designee and/or the district's technology administrator will develop procedures to provide users guidance on which materials and uses are inappropriate, including network etiquette guidelines.

All minor students will be instructed on safety and security issues, including instruction on the dangers of sharing personal information about themselves or others when using e-mail, social media, chat rooms or other forms of direct electronic communication. Instruction will also address cyberbullying awareness and response and appropriate online behavior, including interacting with other individuals on social networking websites and in chat rooms.

This instruction will occur in the district's computer courses, courses in which students are introduced to the computer and the Internet, or courses that use the Internet in instruction. Students are required to follow all district rules when using district technology resources and are prohibited from sharing personal information online unless authorized by the district.
All district employees must abide by state and federal law and Board policies and procedures when using district technology resources to communicate information about personally identifiable students to prevent unlawful disclosure of student information or records.

All users are prohibited from using district technology to gain unauthorized access to a technology system or information; connect to other systems in evasion of the physical limitations of the remote system; copy district files without authorization; interfere with the ability of others to utilize technology; secure a higher level of privilege without authorization; introduce computer viruses, hacking tools, or other disruptive/destructive programs onto district technology; or evade or disable a content filter.

Closed Forum

The district's technology resources are not a public forum for expression of any kind and are to be considered a closed forum to the extent allowed by law. The district's webpage will provide information about the school district, but will not be used as an open forum.

All expressive activities involving district technology resources that students, parents/guardians and members of the public might reasonably perceive to bear the imprimatur of the district and that are designed to impart particular knowledge or skills to student participants and audiences are considered curricular publications. All curricular publications are subject to reasonable prior restraint, editing and deletion on behalf of the school district for legitimate pedagogical reasons. All other expressive activities involving the district's technology are subject to reasonable prior restraint and subject matter restrictions as allowed by law and Board policies.

Inventory and Disposal

The district will regularly inventory all district technology resources in accordance with the district's policies on inventory management. Technology resources that are no longer needed will be disposed of in accordance with law and district policies and procedures related to disposal of surplus property.

Violations of Technology Usage Policies and Procedures

Use of technology resources in a disruptive, inappropriate or illegal manner impairs the district's mission, squanders resources and shall not be tolerated. Therefore, a consistently high level of personal responsibility is expected of all users granted access to the district's technology resources. Any violation of district policies or procedures regarding technology usage may result in temporary, long-term or permanent suspension of user privileges. User privileges may be suspended pending investigation into the use of the district's technology resources.
Employees may be disciplined or terminated, and students suspended or expelled, for violating the district's technology policies and procedures. Any attempted violation of the district's technology policies or procedures, regardless of the success or failure of the attempt, may result in the same discipline or suspension of privileges as that of an actual violation. The district will cooperate with law enforcement in investigating any unlawful use of the district's technology resources.

Damages

All damages incurred by the district due to a user's intentional or negligent misuse of the district's technology resources, including loss of property and staff time, will be charged to the user. District administrators have the authority to sign any criminal complaint regarding damage to district technology.

No Warranty/No Endorsement

The district makes no warranties of any kind, whether expressed or implied, for the services, products or access it provides. The district's technology resources are available on an "as is, as available" basis.

The district is not responsible for loss of data, delays, nondeliveries, misdeliveries or service interruptions. The district does not endorse the content nor guarantee the accuracy or quality of information obtained using the district's technology resources.

* * * * * *

Note: The reader is encouraged to check the index located at the beginning of this section for other pertinent policies and to review administrative procedures and/or forms for related information.
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Web Member Services Makes Managing your PSRS/PEERS Membership Easy!

Available to you 24/7, Web Member Services allows you to view and update your membership information at your convenience.

Use Web Member Services to:

- View and update your address, phone number and email on file
- View and update your beneficiary designations
- View your service and salaries on file
- View and print your annual Member Statements
- Create personalized Benefit Estimates and see your retirement eligibility dates
- Create personalized service purchase cost estimates
- Upload documents and completed PSRS/PEERS forms
- Update your communications preferences
- Apply for service retirement

Register for a Web Member Services Account

PSRS/PEERS Web Member Services allows you to securely view and update information regarding your membership. Setting up an account is easy, but you need your Social Security number handy.

Steps:

1. Visit www.prs-peers.org and click the Member Log In link.
2. Click the Register Now button.
3. Read the Terms of Use. If you agree with the Terms of Use, click I Agree.
4. On the Membership Lookup Screen, enter your Last Name, Social Security Number (it will be masked unless you click "Check to show SSN") and Date of Birth. Then, click next.
5. Select how you want to verify your identity. You can choose to get a verification link by email, by text, or by USPS mail.
6. When you get your verification code, enter it in the space provided.
7. Next, create a username and password for your account.
8. You're all set to explore Web Member Services!
<table>
<thead>
<tr>
<th>PAYMENT</th>
<th>30 DAY</th>
<th>ANNUAL</th>
</tr>
</thead>
<tbody>
<tr>
<td>YOUTH</td>
<td>$26</td>
<td>308</td>
</tr>
<tr>
<td>ADULT</td>
<td>$32</td>
<td>$383</td>
</tr>
<tr>
<td>SENIOR</td>
<td>$26</td>
<td>$308</td>
</tr>
<tr>
<td>ADDITIONAL ADULT (family member)</td>
<td>$16</td>
<td>$193</td>
</tr>
<tr>
<td>ADDITIONAL CHILD (family member)</td>
<td>$6**</td>
<td>$70**</td>
</tr>
<tr>
<td>ADDITIONAL SENIOR (family member)</td>
<td>$13</td>
<td>$146</td>
</tr>
</tbody>
</table>

---

**3 DAY FREE TRIAL PASS**

Take a few days to get to know Anytime Fitness!

- **Bring flyer in to redeem**
- **For one time use only**
- **One pass per person**
- **Must be 21 years or older**

201 South Bishop Suite C Rolla  1-573-202-3305

---

Staffed Hours:
- Mon, Tues & Thur: 9:00am-7:00pm
- Wed-Fri: 9:00am-5:30pm
- Saturday: 9:00am-12:00pm